
IFAS Computer Coordinators - Active Directory Sub-Committee


IFAS OU Administrative Design Agreement

The IFAS OU administrative design will retain the existing single delegation of control to IFAS-ADMINS at the root IFAS OUs. In addition, the design will require the following stipulations:

1. IFAS will establish official policy that states "No mandatory GPO (user or computer) will be applied by IFAS-IT to unit-managed OUs". To the extent possible, UFAD will further enforce this provision via appropriate OU ACL's.

2. No GPO will be applied to unit-managed OUs by default. Unit-managed OUs may link or unlink GPO's at their discretion with notification. Committee approval is not required.

3. IFAS units may move between co-managed, and unit-managed OUs at their discretion. Committee approval is not required.

4. Delegation of control for a unit-managed OU will assign Full-Control permissions to the corresponding OU Admins group (within existing permission constraints set by UFAD). 

5. All groups and accounts, including the OU Admins group, service accounts, and management accounts associated with a unit-managed OU may reside beneath a unit-managed OU at the discretion of the unit admin.

6. Despite the level of autonomy which this structure allows, members of unit-managed OUs still must meet their responsibilities for upholding UF and IFAS IT policies, while having the freedom to choose alternate procedures for their implementation should local needs dictate. Likewise, central IT will still offer services (e-mail, web, DHCP, migration, etc.) to members of unit-managed OUs in-so-far as the structure permits and through cooperation with the respective OU Admins.

This plan effectively eliminates the delegation overhead that the alternative OU proposal imposes on UFAD domain admins while preserving autonomy for IFAS units desiring independent application of business processes. It is recognized that the basis for this autonomy rests on IFAS-IT's commitment to adhere to the agreement. It is also recognized that this plan may result in a non-uniform application of UF and IFAS policies and processes.

 Glossary of Terms

AD (Active Directory):

Windows 2003 database for IT resources. Part of the Windows 2003 platform that will be replacing our current NT environment for which support ends this year.

Co-Managed OU:

Branch of the IFAS OU structure which will hold those units who either have no local IT support person, or who wish to work in close cooperation with central IFAS IT.

Delegation:

Process by which administrative authority is given over an OU and any sub-OUs within it. This is the method by which IT management capabilities are provided to specific OUs within the AD structure.

GPO (Group Policy Object):

The primary method by which IT resources (computers and the people using them) are managed. GPOs can affect any number of configuration settings for resources and can be applied to one or more OUs. The effect can be inherited by sub-OUs so that explicit application of the GPO need only be done once for each particular branch of the AD structure where that control is desired.

OU (Organizational Unit):

Containers within AD that hold IT resources (computers and the people using them). These can be flexibly arranged in a hierarchical fashion to permit application of GPOs in a granular fashion.

UFAD:

This is the UF-level implementation of AD under which IFAS will be joining.

Unit-Managed OU:

Branch of the IFAS OU structure which will hold those units with local IT staff who desire a level of autonomy from central IT in the application of IT procedures to the IT processes within their units.


*simplified





IFAS OU Administrative Design*


(computer side)





…





…





…





Unit 2





Unit 2





Unit 1





Unit 1





Unit 2





Remote





Campus





Unit 1





Co-managed





Unit-managed





IFAS



























